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| **ПРОКУРАТУРА НОВГОРОДСКОГО РАЙОНА НОВГОРОДСКОЙ ОБЛАСТИ****ПАМЯТКА****Об ответственности за мошенничество в сфере компьютерной информации**Великий Новгород2024**Прокуратура Новгородского района разъясняет:****За мошенничество в сфере компьютерной информации****предусмотрена уголовная ответственность! (ст. 159.6 Уголовного кодекса Российской Федерации)** Указанная статья включает в себя хищение чужого имущества или приобретение права на чужое имущество путем ввода, удаления, блокирования, модификации компьютерной информации либо иного вмешательства в функционирование средств хранения, обработки или передачи компьютерной информации или информационно-телекоммуникационных сетей.Также Уголовный закон устанавливает ответственность за совершение указанных действий группой лиц по предварительному сговору; с причинением значительного ущерба гражданину; лицом с использованием своего служебного положения; в крупном и особо крупном размере; с банковского счета, а равно в отношении электронных денежных средств.Мошенничество совершается в форме обмана или злоупотребления доверием. Информация, о которой указано в ст. 159.6 УК РФ представляет собой сведения о лицах, предметах, фактах, событиях, явлениях и процессах на внешнем носителе, в компьютерной памяти или компьютерной сети.  **Мошенник не имеет доступа к этим сведениям, ввиду отсутствия реальной возможности знакомиться, изменять, перемещать или удалять их.** Для привлечения лица к уголовной ответственности необходимо, чтобы следствием действий, совершенных в ходе неправомерного доступа, стало **уничтожение, блокирование, модификация или копирование информации.**  Блокирование - ограничение доступа к информации иным лицам без ее удаления; Модификация - любое изменение информации; Копирование - создание копии информации на внешнем носителе или ином компьютере. Если же действия совершены в отношении информации с ограниченным доступом (сведения, составляющие государственную тайну, коммерческую, налоговую или банковскую тайну и т.п.) следует квалифицировать по совокупности ст. 272 УК и соответствующего иного состава преступления. Во избежание утери важных данных гражданам необходимо помнить: не предоставлять личные данные и пароли малознакомым лицам в социальных сетях и не только; не переходить по сомнительным ссылкам на сайтах, в присланных сообщениях в социальных сетях и на почту; не скачивать файлы и не устанавливать программы из подозрительных источников.Будьте бдительны, особенно в Интернете!**В случае нарушения Ваших прав, Вы вправе обратится в прокуратуру Новгородского района с 09.00 часов до 18.00 часов (обед с 13.00 часов до 13.45 часов) по адресу: ул. Славная, д. 36,****г. Великий Новгород, 173000.** |